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30 years ago...

• We had one telco

• They had some services

• They sold the end equipment

• Most fascinating service was call forwarding 
when there was no answer

• The telco was responsible for everything, and 
legislation was written to target only them

• And, they where owned by the government
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20 years ago

• We started to get competition

• First political decisions where made that 
said that competition was to be enabled

• Number portability

• More than one company selling phones

• More than one cellphone provider
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Firma PAF Network in Sweden 
December 1989

• Cisco and µ-vax together 
with Vitalink bridges 
created long distance 
connections

• Star-shaped network 
(64kbps links), with multi-
port transceivers as local 
“LAN” segments

• Connection via 64kbps 
satellite to JvNC in US 
and to Amsterdam
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Firma PAF Networks in Europe 
December 1989

• All connections to 
NSFNet

• “Default Network” was 
pointing at NSFNet

• 5 connections over the 
Atlantic: Stockholm, 
Amsterdam, Sofi-
Antipolis and Pisa

• 4 large networks: 
NorduNet, EUNet, 
Switch and Garr
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Today a different world

• Many telcos

• Competition regarding new services

• Not only “telephony” uses telco equipment

• Internet has taken off

• With Internet, global reach at zero cost

• Globalization is here
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Computers and Internet

• Everything is in the future a computer, a networked 
computer of course!

• At its simplest your TV, your phone, your address 
book, your agenda, your micro-wave, you car, your... and 
your laptop are all networked computers

• The Internet belongs to all of us - or at least we all 
own a bit of it

• Each of us has our own personal Internet and some of 
it we may choose to share

• Increasingly each of us runs part of the infrastructure
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Convergence?

• Information = Software

• Anyone can create Information

• Anyone can create Software

• Anyone can distribute Information

• Anyone can deploy Services
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Convergence?

• Historically we know who can create information

• Historically we know who can create software

• Historically we know who can deploy services

• Now anyone can deploy services
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My piece of the Internet?

• When a person or organisation connect to 
“the Internet”, the network and services 
provided end up being a piece of the 
Internet

• Protection (and robustness) start at home

• You have a lock on your door, and do not ask 
road authorities to keep burglars out!
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Old and new world

• Telephony, Cable TV, Satellite, Mobile
‣ Buy connection from one provider
‣ Then buy additional services from provider

• Internet
‣ Buy connection from one provider
‣ Then buy additional services from anyone
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Old and new world
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Payment on Internet
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Conclusions

• All services must be globally accessible

• Services are all on the edge of the Internet

• Competing service can come from anywhere

• Network and service run by same provider 
should be viewed as separate providers

• Customers to access providers are only 
interested in Internet Access

• Every node on the edge send money towards 
the center of the Internet
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A B

Warning!

• You can never draw lines and explain how 
traffic is flowing on the Internet!
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What do people want?

• People want Flickr, Flirtomatic, Facebook, 
MySpace, Google, Jaiku, YouTube,...

• Service providers want to provide A Service

• Vodaphone 2007:

7% increase in voice revenue
9% increase in SMS revenue
49% growth in data revenue

Data is not from Vodaphone walled garden
http://www.arcchart.com/blueprint/show.asp?id=428
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What is the risk?
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What is the risk?

Wire

Transport

Application

Requirements
on open access

Consumer
interests

Just two
layers again
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Standards

http://www.gsmworld.com/documents/IR3445(1).pdf
27

GSM Association 
Official Document: IR.34 Unrestricted

 

IR.34 Version 4.5 Page 1 of 50 

 

 
 

 
 
 
 
 

 

 

Inter-Service Provider IP Backbone Guidelines 

4.5 

3 December 2008 

 
 
 
 
 
 
 
 
 
 
 
 

This is a non-binding permanent reference document of the GSM Association. 

 

Security Classification Category (see next page) 

Industry Unrestricted 
to  



IPX

28

The GRX consists of separate and competing GRX Providers (or GRX 
Carriers). A GRX network can be operated by any qualified party. 
Requirements for GRX Providers are described in section 6.1. 
 
GRX Providers connect to each other via peering interfaces. These 
peering interfaces may be direct connections or may pass through a 
common peering point. GRX Providers should enter into Service Level 
Agreements (SLAs) with other GRX Providers. 
 
A common DNS root database supports domain name resolution. This 
root database may be used by all GRX parties. 
 
The GRX is isolated from the public Internet and security rules are 
defined to prevent unintended access from it. 
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Figure 3 - Proxy in Inter-Service Provider IP Backbone 

 
Figure 3 above shows the high-level architecture of bilateral Service Provider traffic traversing 
the Proxy element within Inter-Service Provider IP Backbone using any type of IP based traffic. 
The user plane may or may not go through the proxy depending on each service requirement.  

5.6 Types of Service Provider and Interconnectivity Allowed 

There are three different types of Service Provider. They are classified according to the type(s) 
of IP Backbone Provider(s) they connect to. This section describes each type and the 
connectivity allowed between the different types. 
 

5.6.1 MNO-G 

This Service Provider is a GPRS/UMTS Mobile Network Operator who connects only to a GRX 
network. The services they offer over the GRX network are on a bilateral basis with no 
guarantees of QoS end-to-end. In this document they are called type MNO-G. 
 

5.6.2  MNO-I 

This Service Provider is a GPRS/UMTS Mobile Network Operator who connects to both a GRX 
and an IPX network. They must be a GPRS/UMTS MNO because only these types of Service 
Provider are allowed to connect to the GRX. In this document they are called type MNO-I. 
 

5.6.3  NGNO 

This Service Provider connects only to the IPX network and can be any type of organisation. In 
practice they are unlikely to be a GPRS/UMTS Mobile Network Operator because GPRS/UMTS 
roaming requires connection to a GRX Network in order to reach existing GPRS/UMTS Mobile 
Network Operators. In this document they are called type NGNO. 
 

5.6.4  Permitted Interconnectivity 

Table 1 below describes the different types of Service Provider and the end-to-end 
interconnectivity allowed between them via a GRX or IPX network (or both).  
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What is this?



Internals...
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Internet routers should not be able to route to the 
IP addresses advertised to the Inter-Service Provider 
IP Backbone. The IP Backbone Providers and Service 
Provider networks shall be totally separated from 
public Internet, from an IP routing perspective. 

Currently, Inter-Service Provider IP Backbone 
networks use IPv4 addressing and there is no plan to 
introduce native IPv6 addressing in the foreseeable 
future. It is intended that IPv6 is supported by 
tunnelling the IPv6 traffic over IPv4 between Service 
Providers where required.



Next 30 years?

• Consumers will choose themselves

• Services must be reachable from everywhere

• We will see fewer service providers, not more

• Internet will carry every information service

• Consumers will pay for Internet access

• New processes will help people “go green”

• All discussions around “NGN” and old 
business models will (finally) be dead, but it will 
be a blood bath
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This is not special for Telia!
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This is not special for Telia!



Näringsdepartementet

Electronic Services -
whenever and wherever

– Accessibility
– Robustness
– More secure Internet in Sweden
– IT-standardization
– Electronic identification / authentication
– Information security
– Electronic communication
– Development of digital services
– Openness in the networks
– A sustainable information society
– EU-chairmanship (fall of 2009)
– A renewed national IT agenda
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Information to “IT-Rådet”
from Näringsdepartementet
Contact person: Maria Häll



Thanks!

Patrik Fältström
paf@cisco.com

patrik@frobbit.se


